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Αριθμός 16 

 
Ο ΠΕΡΙ ΣΟΤ ΝΟΜΙΚΟΤ ΠΛΑΙ΢ΙΟΤ ΓΙΑ ΣΙ΢ ΗΛΕΚΣΡΟΝΙΚΕ΢ ΤΠΟΓΡΑΦΕ΢ ΚΑΘΩ΢  

ΚΑΙ ΓΙΑ ΢ΤΝΑΦΗ ΘΕΜΑΣΑ ΝΟΜΟ΢  
__________________ 

 
Δηάηαγκα δπλάκεη ηνπ άξζξνπ15(1)(β) 

 

 
188(Ι) ηνπ 2004 

34(Ι) ηνπ 2009 
86(Ι)ηνπ 2012. 

Ο Δηεπζπληήο ηνπ Σκήκαηνο Ηιεθηξνληθώλ Επηθνηλωληώλ ηνπ Τπνπξγείνπ Μεηαθνξώλ, 
Επηθνηλωληώλ θαη Έξγωλ, αζθώληαο ηηο εμνπζίεο πνπ ηνπ παξέρεη ην άξζξν 15(1) (β) ηνπ πεξί 
ηνπ Ννκηθνύ Πιαηζίνπ γηα ηηο Ηιεθηξνληθέο Τπνγξαθέο θαζώο θαη γηα ΢πλαθή Θέκαηα Νόκνπ, 
εθδίδεη ην αθόινπζν Δηάηαγκα: 

  
΢πλνπηηθόο  
ηίηινο. 
 

1. Σν παξόλ Δηάηαγκα ζα αλαθέξεηαη ωο ην πεξί Σξνπνπνίεζεο Παξαξηήκαηνο ηωλ Πεξί  
Ηιεθηξνληθώλ Τπνγξαθώλ (Παξνρή Τπεξεζηώλ Αλαγλωξηζκέλεο Πηζηνπνίεζεο) 
Καλνληζκώλ,Δηάηαγκα ηνπ 2016. 

  
Εξκελεία. 2.-(1)΢ην παξόλ Δηάηαγκα- 
  

Επίζεκε 
Εθεκεξίδα 

Παξάξηεκα ΙΙΙ (Ι): 
27.5.2013. 

 

«Καλνληζκνί» ζεκαίλεη ηνπο πεξί Ηιεθηξνληθώλ Τπνγξαθώλ (Παξνρή Τπεξεζηώλ 
Αλαγλωξηζκέλεο Πηζηνπνίεζεο) Καλνληζκώλ ηνπ 2013, Κ.Δ.Π. 267/2013, όπωο απηνί εθάζηνηε 
ηξνπνπνηνύληαη ή αληηθαζίζηαληαη. 

Επίζεκε 
Εθεκεξίδα 

Παξάξηεκα Ι (Ι):  
30.4.2004 
10.4.2009 

29.6.2012. 

«Νόκνο» ζεκαίλεη ηνλ πεξί ηνπ Ννκηθνύ Πιαηζίνπ γηα ηηο Ηιεθηξνληθέο Τπνγξαθέο θαζώο θαη 
γηα ΢πλαθή Θέκαηα Νόκν ηνπ 2004 όπωο απηόο εθάζηνηε ηξνπνπνηείηαη ή αληηθαζίζηαηαη. 

 (2) Οπνηνηδήπνηε άιινη όξνη πεξηιακβάλνληαη ζην παξόλ Δηάηαγκα θαη νη νπνίνη δελ νξίδνληαη 
δηαθνξεηηθά ζε απηό ζα έρνπλ ηελ έλλνηα πνπ απνδίδεη ζηνπο όξνπο απηνύο ν Νόκνο θαη νη 
Καλνληζκνί.   

  
Αληηθαηάζηαζε ηνπ 
Παξαξηήκαηνο 1 
ηωλ Καλνληζκώλ. 

3. Σν Παξάξηεκα 1 ηωλ Καλνληζκώλ αληηθαζίζηαηαη κε ην αθόινπζν λέν Παξάξηεκα 1.  

  
 «ΠΑΡΑΡΣΗΜΑ 1 (Καλνληζκνί 3, 6 θαη 8) 

 
Καηάινγνο Πξνηύπωλ ΢πκκόξθωζεο 

 
1. ISO/IEC 27001: Information technology- Security techniques- Information security 

management systems- Requirements  
 
2. Trust Service Principles and Criteria for Certification Authorities Version 2.0 ή ETSI TS 101 

456: Electronic Signatures and Infrastructures (ESI); Policy requirements for certification 
authorities issuing qualified certificates 

 
(1) ISO/IEC 15408-1: Information technology- Security techniques- Evaluation criteria for 

IT security- Part 1: Introduction and general model 
 

(2) ISO/IEC 15408-2: Information technology- Security techniques- Evaluation criteria for 
IT security- Part 2: Security functional components 

 
(3) ISO/IEC 15408-3: Information technology- Security techniques- Evaluation criteria for 

IT security- Part 3: Security assurance components 
 

(4) ISO/IEC 9594-8: Information technology- Open Systems Interconnection - The 
Directory: Public key and attribute certificate frameworks  

 
(5) ISO/IEC 27002: Information technology- Security techniques- Code of practice for 

information security management 
 

(6) ETSI TS 102 176-1: Electronic Signatures and Infrastructures (ESI); Algorithms and 
Parameters for Secure Electronic Signatures; Part 1: Hash functions and asymmetric 
algorithms 

 
(7) ETSI TS 101 862: QualifiedcertificateProfile 

67


