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O MEPI TOY NOMIKQOY MAAIZIOY TlA TIZ HAEKTPONIKEZX YINOIPA®ESY KAGQX
KAITIA YYNA®H ©OEMATA NOMOZXZ

Aidraypa duvduel Tou apBpou15(1)(B)

O AicuBuvtAg Tou Tpnuatog HAekTpovikwy ETmkoivwviv Tou YToupyeiou MeTagopwy,

188(l) Tou 2004 Emkoivwviwyv Kal ‘Epywv, aokwvTag Tig §ouaieg TTou Tou Trapéxel 1o apBpo 15(1) (B) Tou Tepi

34(1) Tou 2009 Tou NopikoU lMAaigiou yia TiG HAekTpovikéG YTTOypagég Kabwg Kail yia Zuvaer) ©¢uata Nopou,
86(l)Tou 2012.  €kdidel To akdAouBo AldTaypa:

S UVOTITIKOG 1. To mapov Aidraypa Ba avoeépetal wg 1o Tepi Tpotrotroinong Mapaptipatog Twv [Mepi
TiTAOG. HAektpovikwyv  Ymoypagwyv  (Mapoxy  Ymnpeoiwv  Avayvwpiopévng  ioTtotroinong)
Kavoviopwv,Aidrayua Tou 2016.

Eppunveia. 2.-(1)Z1o TTapdv AldTayua-

Emionun «Kavovicpoi» onuaivel Ttoug Tepi  HAektpovikwv  YToypagwv  (Mapoxry  YTnpeoiwy
Epnuepida  Avayvwpiouévng Mototoinong) Kavoviouwyv tou 2013, K.A.T1. 267/2013, TTwg auToi ekaoToTE
Mapdptnua lll (I):  TpoTroTroloUvTal ) AvTiIKaBioTavTal.
27.5.2013.

Emionun «Nopog» onuaivel Tov mepi Tou Nopikou lMAaiciou yia TiG HAEKTPOVIKEG YTTOYPa@EG KaBWG Kal
Epnuepida  yia Zuvaen O¢uata Nopo tou 2004 4TTwg auTdg EKACTOTE TPOTTOTTOIEITAI ) avTikabBioTaTal.
Mapdaptnua | (1):
30.4.2004
10.4.2009
29.6.2012.
(2) Otroi01BrTTOTE GAAOI GpOoI TTEpIAauBavovTal oTo TTapov AidTayua Kal ol otroiol &gv opifovTal
O10QOPETIKA o€ autd Ba €xouv Tnv évvolia TTou atrodidel oToug 6poug autolg o NoOpog Kal ol
Kavoviopoi.

AvtikatrdoTtaon tou 3. To MNMapdptnua 1 Twv Kavoviouwv avrikaBiotatal ge 7o akdAoubo véo Mapdptnua 1.
MapaptAuparog 1
Twv Kavoviouwy.

«MAPAPTHMA 1 (Kavoviopoi 3, 6 kai 8)
KatdAoyog MNpoTUTTwy Suppodpewaong

1. ISO/IEC 27001: Information technology- Security techniques- Information security
management systems- Requirements

2. Trust Service Principles and Criteria for Certification Authorities Version 2.0 1 ETSI TS 101
456: Electronic Signatures and Infrastructures (ESI); Policy requirements for certification
authorities issuing qualified certificates

(1) ISO/IEC 15408-1: Information technology- Security techniques- Evaluation criteria for
IT security- Part 1: Introduction and general model

(2) ISO/IEC 15408-2: Information technology- Security techniques- Evaluation criteria for
IT security- Part 2: Security functional components

(3) ISO/IEC 15408-3: Information technology- Security techniques- Evaluation criteria for
IT security- Part 3: Security assurance components

(4) ISO/IEC 9594-8: Information technology- Open Systems Interconnection - The
Directory: Public key and attribute certificate frameworks

(5) ISO/IEC 27002: Information technology- Security techniques- Code of practice for
information security management

(6) ETSI TS 102 176-1: Electronic Signatures and Infrastructures (ESI); Algorithms and
Parameters for Secure Electronic Signatures; Part 1: Hash functions and asymmetric
algorithms

(7) ETSITS 101 862: QualifiedcertificateProfile



